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В статье приведены сведения о состоянии вопроса в области стандартизации 
развития и применения технологии распределенного реестра и блокчейн. Про-
анализировано текущее состояние в области разработки нормативных доку-
ментов, в том числе документов по стандартизации. Отражен международный 
опыт разработки документов по стандартизации на примере международ-
ной организации по стандартизации и международного союза электросвязи,  
а также опыт разработки документов в национальной системе стандартизации 
на примере технических комитетов по стандартизации. Разработаны рекомен-
дации к применению технологии распределенного реестра и блокчейн в на-
циональной системе стандартизации. 
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Введение. Приоритетным направлением страте-
гического развития Российской Федерации до 2025 
года является «Цифровая экономика». На данном 
этапе цифровизации разрабатывается методология 
работы с большими данными, совершенствуются 
цифровые инструменты постановки и системного 
мониторинга задач, анализа процессов, машинно-
го обучения, технологии распределенного реестра 
(блокчейн), интеллектуальные сети (web 3.0) и ме-
тавселенные [1]. Подготовка нормативно-методи-
ческой базы позволит создать единое цифровое 
информационное пространство для решения задач 
государственного управления и мониторинга, чтобы 
обеспечить внедрение современной модели интел-
лектуального управления. Стандартизация позволит 
решить задачи разработки и внедрения передовых 
технологий, достижения и поддержания технологи-
ческого лидерства Российской Федерации в высо-
котехнологичных секторах экономики [2].

В рамках реализации перспективной Стратегии 
цифровой трансформации отраслей промышленно-
сти в целях достижения их «цифровой зрелости»  
и внедрения концепции «Промышленность 4.0» 
внедряется множество информационных техно-
логий. При этом, в то время как разрабатываются 
нормативно-методическая база для таких приори-
тетных направлений, как искусственный интеллект 
(ИИ), кибер-физические системы, системы хране-
ния данных, большие данные, криптография, интер-
нет вещей, аддитивные технологии, математическое 
моделирование, для технологии блокчейн на наци-
ональном уровне пока существуют только предло-
жения по разработке нормативных документов [3]. 
При этом сама технология блокчейн оценивается 
прозрачной и надежной [4].

Блокчейн обладает многофункциональностью, 
масштабируемостью, предназначена для надежного 
учета всего, что представляет ценность для заинте-

ресованных сторон (активов). Потенциал её приме-
нения целесообразно рассмотреть для повышения 
качества продукции, выполнения работ, оказания 
услуг и повышения конкурентоспособности про-
дукции российского производства.

Основная цель. Технология блокчейн развива-
ется с 2009 г., и по настоящий момент можно ус-
ловно выделить несколько поколений блокчейн, 
обладающих различными характеристиками, пре-
имуществами и недостатками, сферами целевого 
применения [5]. До 2016 г. технология развивалась 
и совершенствовалась во многом силами энтузиа-
стов, которые в процессе разработки постепенно 
приходили к необходимости применения стандар-
тизированных подходов. По мере развития и рас-
пространения блокчейн привлек внимание предста-
вителей правительственных организаций, крупных 
корпораций и финансового сектора.

Блокчейн — технология, организующая базу 
данных, которая состоит из цепочки блоков, сфор-
мированных по определенным правилам. Цепочка 
блоков формируется из последовательных опера-
ций, произведенных внутри блока — транзакций. 
Транзакции показывают движение актива, который 
может быть материальным (продукт) или немате-
риальным (интеллектуальный). Блок данных воз-
можно настроить и выбрать, какую информацию 
записывать: кто, что, когда, где, в каком количестве  
и даже состояние — например, температуру партии 
продуктов. Каждый блок соединен с теми, что были  
до и после него. Блоки формируют цепочку данных 
по мере совершения операций с активом или смены 
его владельца; регистрируют точное время и после-
довательность транзакций; имеют надежную вза- 
имосвязь между собой, чтобы предотвратить измене-
ние любого блока или внедрение блока между двумя 
существующими блоками. Каждый дополнительный 
блок усиливает верификацию предыдущего блока  
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и всего блокчейна. Это сводит к минимуму возмож-
ность незарегистрированного вмешательства с це-
лью изменения записей в блокчейне, обеспечивая 
его ключевую характеристику — неизменность.  
За счёт этого создается реестр транзакций с высо-
ким уровнем доверия. Кроме того, работа блокчейна 
основана на принципе децентрализации — данные 
находятся во всех компьютерах участников систе-
мы, которые образуют сеть, а не локально на ка-
ком-либо из компьютеров сети, имея определенный 
путь. Также блокчейн позволяет использовать та-
кое средство автоматизации, как смарт-контракты. 
Смарт-контракты — программы, хранящиеся  
в блокчейне, которые запускаются при выполнении 
заранее определенных и запрограммированных ус-
ловий. Сеть компьютеров выполняет действия, ког-
да заранее определенные условия были выполнены 
и проверены. Эти действия могут включать пере-
числение денежных средств, регистрацию транс-
портного средства, отправку уведомлений, выдачу 
билета и т.д. В смарт-контракты может быть занесе-
но столько условий, сколько будет необходимо для 
корректного решения задачи автоматизации.

Тем не менее, для того чтобы передовая техно-
логия могла быть массово внедрена, ей необходимо 
соответствовать целям, определяемым на законода-
тельном уровне, и соответствовать установленным 
нормам и требованиям. Наиболее распространён-
ным инструментом для выполнения этих условий 
является стандартизация [2]. Поэтому в целях со-
действия внедрению этой технологии целесообраз-
но разработать нормативную документацию, в том 
числе и документы по стандартизации. Учитывая, 
что технология по настоящий момент находится  
на стадии накопления опыта, в случае для нацио-
нальной системы стандартизации это могут быть 
технические отчеты (спецификации) либо предва-
рительные национальные стандарты (ПНСТ).

В 2016 году международной организацией  
по стандартизации (ISO) был сформирован техни-
ческий комитет ISO/TC 307 «Технологии блокчей-
на и распределенных реестров». К январю 2023 г.  
в комитете ISO утверждены девять документов, два 
из которых — международные стандарты ISO, уста-
навливающие терминологию и эталонную архитек-
туру для систем распределенных реестров, в том 
числе и блокчейн [6]. В разработке при этом нахо-
дятся семь документов, среди которых в основном 
технические спецификации и отчёты. Поскольку  
в процессе разработки стандартов участвуют более 
50 стран, в том числе и Российская Федерация, ра-
бота подкомитета ISO/TC 307 имеет перспективы 
обеспечивать необходимую поддержку разработки 
стандартов на блокчейн. В настоящее время в ISO 
определены направления развития стандартизации 
в области блокчейн и сформированы пять ключевых 
исследовательских групп для разработки стандар-
тов: эталонная архитектура, таксономия и онтоло-
гия, сценарии применения, безопасность и конфи-
денциальность, идентификация и смарт-контракты. 
Также в первом квартале 2023 г. в рамках собра-
ния 17-й Исследовательской комиссии «Безопас-
ность» готовятся к утверждению три рекомендации 
МСЭ-Т в области блокчейн, разработанные секто-
ром стандартизации электросвязи международного 
союза электросвязи.

В 2017 г. приказом Росстандарта [7] был создан 
национальный технический комитет по стандарти-
зации «Программно-аппаратные средства техноло-
гий распределённого реестра и блокчейн» (ТК 159), 

представители которого также стали участниками 
ISO/TC 307 и приняли активное участие в подго-
товке проекта международного стандарта на тер-
мины и определения. В 2021 году от ТК 159 в про-
грамму национальной стандартизации (ПНС) было 
внесено предложение по разработке национального 
стандарта, устанавливающего основные понятия.  
В ПНС на 2022 г. от ТК 159 поступило три предложе-
ния по разработке двух национальных стандартов  
и одной рекомендации по стандартизации, а в ПНС 
на 2023 г. от ТК 159 представлены предложения  
по разработке двух межгосударственных стандар-
тов. При этом участниками ТК 159 публикуются 
материалы, акцентирующие внимание на важности 
и необходимости стандартизации технологий блок-
чейн. «Стандартизация — важный этап на пути соз-
дания зрелого блокчейн-рынка. Стандарты упростят 
жизнь его участникам при реализации корпоратив-
ных систем на базе распределённого реестра, сни-
зив затраты на исследования и разработку» [8].

Поскольку технология блокчейн использует 
также и механизмы криптографии, в ISO/TC 307 
принимают участие также и представители наци-
онального технического комитета по стандарти-
зации «Криптографическая защита информации»  
(ТК 026), эксперты которого подготовили моти-
вированное предложение об утверждении ПНСТ 
799-2022 (введен в действие с 1 января 2023 г.) [9]. 
Таким образом, утверждена терминология, которая  
в том числе будет применяться и в блокчейн.

Рассматриваемые проблемы. В настоящее время 
идут работы по разработке и методологии приме-
нения машиночитаемых и машинопонимаемых до-
кументов, в том числе SMART-стандартов. В рамках 
проектного технического комитета ПТК 711 «Ум-
ные (SMART) стандарты» в октябре 2022 г. пред-
ставлен проект окончательной редакции ПНСТ 
«Умные (SMART) стандарты. Общие положения». 
На 2023 г. запланирована разработка серии доку-
ментов «Умные (SMART) стандарты». Разрабатыва-
ется проект окончательной редакции основополага-
ющего национального стандарта «Стандартизация  
в Российской Федерации. Стандарты национальные 
Российской Федерации в цифровых форматах. Об-
щие положения и классификация».

Так как работа SMART-стандартов будет постро-
ена на использовании и обмене данными, целесо-
образно определить возможность применения тех-
нологии блокчейн в целях обеспечения целостности 
данных, чтобы обеспечить защиту информации, со-
держащейся в стандарте от несанкционированного 
её изменения, особенно в случае полной автомати-
зации с применением машинопонимаемого содер-
жания SMART-стандартов.

Таким образом, конечная цель применения 
блокчейн — обеспечение безопасности данных.

В совокупности с другими информационными 
технологиями, такими как ИИ, блокчейн расширя-
ет возможные сценарии автоматизации процессов 
с целью повышения их эффективности [10]. На-
пример, возможно применение обученных моделей 
ИИ, встроенных в смарт-контракты блокчейна с це-
лью автоматизации мониторинга сроков актуализа-
ции действующих документов по стандартизации.

Рекомендации к применению технологии рас-
пределенного реестра и блокчейн. Применение 
технологии блокчейн может способствовать обеспе-
чению согласованного взаимодействия участников 
работ по стандартизации за счет прослеживаемости 
цепочки всего цикла разработки документа по стан-
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дартизации. К записям в блокчейн — всем ключевым 
сведениям о документе на этапах его разработки, от 
заявки в технический комитет, утверждения регу-
лятором и до его отмены либо актуализации, воз-
можен оперативный доступ. В части национальной 
системы стандартизации применение технологии 
блокчейн предоставит возможность автоматизиро-
ванно получать рекомендации по атрибутированию 
документа по кодам ОКС, ОКПД2, соотнося их  
с кодами, закрепленными за техническими коми-
тетами по стандартизации. Также применение тех-
нологии блокчейн техническими комитетами по 
стандартизации позволит им стать участниками 
единой сети, они смогут голосовать за подтверж-
дение принадлежности, сохраняя при этом просле-
живаемость всех принятых решений. Прозрачность  
и доступность записей в блокчейн позволит осу-
ществлять более точную и подробную аналитику ра-
бот по стандартизации, используя больше данных.  
В том числе более точные данные позволят прово-
дить точнее оценку добросовестности разработчи-
ков стандартов, направляющих заявки в техниче-
ские комитеты, оценку работы самих комитетов, 
их поощрения, определение функционала и мно-
жество других задач — управление контрактами, 
финансовыми транзакциями и соблюдение требо-
ваний нормативных актов. Применение блокчейн  
в многозадачных процессах позволит усовершен-
ствовать их, повышая качество данных для отчетов, 
при этом автоматизируя саму отчетность и одновре-
менно сохраняя данные в безопасности.

Актуальной является и задача мониторинга при-
менимости документов по стандартизации. В на-
стоящий момент одним из источников информации  
о применимости стандартов служат контракты, ко-
торые публикуются в свободном доступе при про-
ведении процедуры закупок в соответствии с зако-
нодательством и содержат в технических заданиях 
ссылки на стандарты. Но более полной картины  
о применении конкретного документа возмож-
но добиться прослеживанием записей в блокчейн. 
Также может быть построена и работа о получе-
нии и сборе обратной связи в результате приме-
нения стандартов, что может быть актуально при 
расчетах затрат на разработку того или иного до-
кумента и полученной прибыли в результате его 
применения и внедрения. Имея доступ к полным  
и надежным данным, организации могут принимать 
более обоснованные решения, используя фактоло-
гический подход.

Сценарии применения технологии блокчейн на-
ходятся в непрерывном развитии, поэтому вариан-
ты их применения открывают большой простор для 
адаптации к тем или иным процессам.

Поскольку в ISO разработаны международные 
стандарты, целесообразно обратиться к их опы-
ту. В ISO выделяют ряд преимуществ блокчейн  
и барьеров, препятствующих внедрению блокчейн. 
Внедрение технологий распределенного реестра 
может существенно повысить безопасность при об-
мене данными, повысить прозрачность, прослежи-
ваемость, обеспечить достоверность передаваемых 
данных, повысить скорость совершения операций 
за счёт автоматизации подтверждения выполнения 
условий. В то же время блокчейн может быть обще-
доступным, консорциумом и частным, что позволит 
применять эту технологию в сценариях с ограни-
чением доступа. При этом более быстрый и под-
дающийся проверке обмен данными с помощью 
блокчейн помогает снизить уровень мошенничества 

и злоупотреблений. В целом блокчейн позволяет 
решить такие задачи, как стандартизацию сбора, 
обмена данными и доступа к ним, повышение точ-
ности расчетов на основе данных, минимизацию 
бумажных операций за счёт обеспечения сопоста-
вимой достоверности. В то же время стоит принять 
во внимание, что при внедрении этой технологии 
могут быть такие препятствия, как необходимость 
согласования применения между множеством орга-
низаций и органов, которые необходимо будет под-
ключить к единой системе для работы по единым 
правилам, обеспечение кибербезопасности, появле-
ние новых бизнес-моделей, которые сложно зара-
нее предусмотреть, необходимость совершенство-
вать нормативно-методическое обеспечение.

Таким образом, рекомендуется в целях актуа-
лизации работ по разработке нормативно-методи-
ческого обеспечения по стандартизации целесо- 
образно рассмотреть возможность взаимодействия 
технических комитетов ТК 026, ТК 159 и ПТК 711  
с целью формирования системы SMART-стандартов, 
которые опирались бы на перспективные техно-
логии, в том числе технологию блокчейн, а также 
обеспечивали бы высокий уровень безопасности  
данных. 

Выводы. Внедрение технологии блокчейн в ор-
ганизациях требует больших затрат временного 
ресурса. Особую роль играют организации, кото-
рые формируют нормативно-правовую среду; им 
целесообразно принимать наиболее активное уча-
стие в обсуждении внедрения инновационных тех-
нологий. На основании проведенного обзора даль-
нейшим направлением исследований может быть 
оценка возможности применения рекомендаций  
по взаимодействию технических комитетов ТК 026, 
ТК 159, ПТК 711 в части актуализации работ по раз-
работке нормативной документации в области блок-
чейн, определение сценариев применения системы 
блокчейн для внедрения в процесс разработки до-
кументов по стандартизации. Будущее технологии 
блокчейн в стандартизации находится в самом 
начале пути развития, при этом можно отметить 
уже проделанную работу — организован техниче-
ский комитет; сформированы и утверждены темы 
в актуальную редакцию программы национальной 
стандартизации и программы межгосударственной 
стандартизации; ведется работа на международном 
уровне, что свидетельствует о потребности в стан-
дартизации рассматриваемой технологии.
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